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	Reason for change:
	As per TS 22.261, NPN is a network that is intended for non-public use and can be deployed with (Non-standalone) or without (Standalone) support of public PLMN. Whereas, private network is defined as an isolated network deployment that does not interact with a public network. Hence, by definition, private network and NPN are different. Clause I.2.1, refers to Annex B for performing EAP-TLS in SNPN, but Annex B restricts the use of additional EAP mentods only for private network and isolated operations. 

	
	

	Summary of change:
	Included the term SNPN also in the clause Annex B, to use additional EAP methods for primary authentication for SNPN access.

	
	

	Consequences if not approved:
	Ambiguity in the use of additional EAP methods for primary authentication in SNPN.
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[bookmark: _Toc19634939][bookmark: _Toc26876007]Annex B (informative):
Using additional EAP methods for primary authentication
[bookmark: _Toc19634940][bookmark: _Toc26876008]B.1 	Introduction 
The present annex describes an example of the usage of additional EAP methods for primary authentication in private networks and SNPN using the 5G system as specified in TS 22.261 [7]. It is provided as an example on how the 5G authentication framework for primary authentication can be applied to EAP methods other than  EAP-AKA'. The additional EAP methods are only intended for SNPNs, private networks or with IoT devices in isolated deployment scenarios, i.e. roaming is not considered, as specified in TS 22.261 [7]. 
When the 5G system is deployed in private networks or in SNPNs, the SUPI and SUCI should be encoded using the NAI format as specified in TS 23.501 [2]. UE always includes the realm part in the NAI for routing to the correct UDM.
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